
Omnus Secure PC
High Performance, Secure and Compliant  
CloudPC's that give Omnus Law Attorney's an 
Edge While Making Their Lives Easier

Highlights

Help Desk Support

Cyberattack Indemnification

Data Breach Indemnification

Automatic Backups

Ransomware Protection

Virus/malware Protection

Omnus Document Access

Always Secure

Work from Anywhere

High Performance PC

Built-in Compliance

How Does Omnus Secure PC Work?

Omnus Approved

What is Included?

Attorneys will not need to buy, setup, manage or support computers and data security 
ever again. You can access Omnus Secure PC computer desktops securely from anywhere 
on any device using an encrypted-in-transit data stream that ensures data is never cached 
or stored on an end-user device.  Hosted in Utah, Omnus Secure PC's capitalizes on the defenses 
provided by the Utah Cybersecurity Affirmative Defense Act Utah Code Ann. § 78B-4-70.

Since files are never cached or stored locally on devices, there is no risk of a lost/stolen 
device compromising sensitive documents.

Everything has moved to the Cloud except 
personal computers, creating unnecessay 
security risks and compliance shortfalls.

Omnus Secure PCs are business computers 
accessible anywhere, anytime, from any device 
and are built specifically to address the unique 
needs of today’s attorneys. 

Omnus Law provides market leading Enterprise or 
"Big Law" Computing and Data Resources, that 
are fully supported and managed so you can 
focus on your practice - not IT headaches.  

Your Omnus Secure PC comes pre-configured 
with everything you need to get work done 
including all apps and access to Omnus Law 
document storage.

You’ll also get full help desk support and
indemnification by Omnus Law against
Cybersecurity Attacks and Data Breaches.  



 

 

 

 

 

IRS Publication
1075 Compliant

Hosted Entirely in the
USA with Redundancy

Secure Over Any
Network Connection

Architecture in USA Secure Datacenters

SOC 1, SOC 2, PCI, HIPAA, and FINRA Compliant 
Fully Redundant Architecture

Secure Workstations, File Storage, 
Document Management, and App Delivery

Secure Connections Between 
Data Center and Filevine, Omnus 

Central, Intapp, etc.

U.S-based Services, Apps, Files,
and Resources. (Office, Teams,

Adobe, Chrome, and more.)

High-power
Computing

Encrypted Primary
Documents

Encrypted Archived
Documents

Platform hides End User identities and systems from hackers.
DATA ENCRYPTED IN TRANSIT AND AT REST

Ensures true end-to-end encryption, on-demand user profiles, 
and locked down Computing & Data Resources

Secure Encrypted Gateway
to protected Computing & Data.
NO END POINT DATA STORED LOCALLY

Home Offices

Office Locations

FIPS 140-2
Compliant Encryption

Data and Documents Never
Leave the United States

Prevents Ransomware,
Viruses and Malware

Compliant with Executive
Order 13556 CUI Program

Cybersecurity Always
Comes First

Enterprise-grade
Scale and Security


